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Abstrak
 

In this era of digital age where considerable business activities are powered by digital and

telecommunication technologies, deriving customer loyalty and satisfaction through delivering high quality

services, driven by complex and sophisticated Information Technology (IT) systems, is one of the main

services objectives of the Bank towards its customers. From customer services perspective, "availability" is

a degree of how closed the Bank is to its customers so that they can "consume" the Bank"s services easily

and in preference to its competitors. "Reliability" is the degree of how adequate and responsive the Bank is

in meeting its customers" needs. "Confidentiality" is the trust the customers have in the Bank in that their

confidential information will not fall into the wrong hands.

 

Information Technology is one of the means that Bank uses to achieve quality service objectives. Reliance

on IT requires an understanding of the importance of IT Security within the IT environments. As business

advantages are derived from the use of IT to deliver quality services, critical IT security issues related to the

use of IT should be understood and addressed. Safeguarding and protecting security Information systems

and assets are prominent issues that all responsible IT users must address. Information is the most valuable

assets of the Bank. Adequate resources must be allocated to carry out the safeguarding of Bank"s

information assets through enforcing a defined IT Security Policies, Standards and Procedures.

 

Compliance with international and national standards designed to facilitate the Interchange of data between

Banks should be considered by the Bank"s management as part of the strategy for IT Security which helps to

enforce and strengthen IT security within an organization.
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